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(57) ABSTRACT

Method and apparatus for communication in a peer-to-peer
(P2P) network are provided. The method comprises a first
peer in the P2P network selecting a primary Internet Protocol
(IP) address from a plurality of IP addresses associated with
the first peer. The method further comprises the first peer
providing the primary IP address to a second peer as an
address the second peer is to use in initiating communication
with the first peer. The apparatus comprises a user equipment
(UE) that includes a processor configured such that the UE
selects a primary IP address from plurality of IP addresses
associated with the UE and registers the primary IP address in
the P2P network.
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1
METHOD AND APPARATUS FOR HANDLING
PEERS WITH DYNAMIC IP CONNECTIVITY
STATUS IN PEER-TO-PEER NETWORKS

BACKGROUND

As used herein, the terms “user equipment” and “UE”
might in some cases refer to mobile devices such as mobile
telephones, personal digital assistants, handheld or laptop
computers, and similar devices that have telecommunications
capabilities. Such a UE might consist of a device and its
associated removable memory module, such as but not lim-
ited to a Universal Integrated Circuit Card (UICC) that
includes a Subscriber Identity Module (SIM) application, a
Universal Subscriber Identity Module (USIM) application, or
a Removable User Identity Module (R-UIM) application.
Alternatively, such a UE might consist of the device itself
without such a module. In other cases, the term “UE” might
refer to devices that have similar capabilities but that are not
transportable, such as desktop computers, set-top boxes, or
network appliances. The term “UE” can also refer to any
hardware or software component that can terminate a com-
munication session for a user. Also, the terms “user equip-
ment,” “UE,” “user agent,” “UA,” “user device” and “user
node” might be used synonymously herein.

As telecommunications technology has evolved, more
advanced network access equipment has been introduced that
can provide services that were not possible previously. This
network access equipment might include systems and devices
that are improvements of the equivalent equipment in a tra-
ditional wireless telecommunications system. Such advanced
or next generation equipment may be included in evolving
wireless communications standards, such as long-term evo-
Iution (LTE). For example, an LTE system might include an
Evolved Universal Terrestrial Radio Access Network (E-UT-
RAN) node B (eNB), a wireless access point, or a similar
component rather than a traditional base station. As used
herein, the term “access node” will refer to any component of
the wireless network, such as a traditional base station, a
wireless access point, or an LTE eNB, that creates a geo-
graphical area of reception and transmission coverage allow-
ing a UA or a relay node to access other components in a
telecommunications system. An access node may comprise a
plurality of hardware and software.

A traditional telecommunications network typically
includes a plurality of central components that act as control-
lers and coordinators for control plane and user plane traffic to
and from the clients in the network. A peer-to-peer (P2P)
network is a distributed communication system, wherein the
nodes act as peers, configured to perform both client and
server functions. As used herein, the terms “peer”, “node”,
and “peer node” might be used synonymously. P2P network
architectures may be self-organizing, with peers joining and
leaving at any time. P2P networks therefore have the ability to
link heterogeneous network environments, such as the inter-
net, ad-hoc networks, and home networks, and may realize
highly scalable, extensible, and efficiently distributed appli-
cations. As there are no centralized network control entities,
P2P networks handle functions such as call switching and
data routing in a distributed manner, for instance, via defining
an overlay network structure and implementing an overlay
routing protocol.

P2P networks may be managed or unmanaged. An unman-
aged P2P network is fully decentralized, with all peers con-
figured to function as both clients and servers to the other
nodes on the network. On the other hand, a managed P2P
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network may comprise at least one peer acting temporarily as
a server, which is managed by the network operators or P2P
service providers.

Due to the dynamic structure of P2P networks, each peer is
configured to maintain a connection table and to track infor-
mation on other peers. The connection table may comprise
information such as, for instance, node identifier and Internet
Protocol (IP) address. If the information on any node in the
connection table changes, the other peers may update their
respective connection tables.

BRIEF DESCRIPTION OF THE DRAWINGS

For a more complete understanding of this disclosure, ref-
erence is now made to the following brief description, taken
in connection with the accompanying drawings and detailed
description, wherein like reference numerals represent like
parts.

FIG. 1 illustrates an embodiment of a P2P network archi-
tecture.

FIG. 2 illustrates an embodiment of a P2P network con-
nection table.

FIG. 3 illustrates an example of a P2P network environ-
ment with a plurality of IP network interfaces.

FIG. 4 illustrates an embodiment of a call flow diagram for
an unmanaged P2P network.

FIG. 5 illustrates an embodiment of a call flow diagram for
a managed P2P network.

FIG. 6 illustrates a processor and related components suit-
able for implementing the several embodiments of the present
disclosure.

DETAILED DESCRIPTION

It should be understood at the outset that although illustra-
tive implementations of one or more embodiments of the
present disclosure are provided below, the disclosed systems
and/or methods may be implemented using any number of
techniques, whether currently known or in existence. The
disclosure should in no way be limited to the illustrative
implementations, drawings, and techniques illustrated below,
including the exemplary designs and implementations illus-
trated and described herein, but may be modified within the
scope of the appended claims along with their full scope of
equivalents.

In a P2P network, a peer may be coupled to a plurality of
radio interfaces, such as, for instance, a peer in a mobile
environment. A peer coupled to at least one radio interface
may have a dynamic IP connectivity status, and may have a
plurality of IP addresses available for communication. For
example, a UE may be associated with an IP address obtained
in a cellular network and associated with another IP address
obtained in a Wi-Fi network. Another example is a UE con-
necting to multiple packet data networks (PDNs), where an IP
address is obtained for each PDN. The availability of a plu-
rality of IP addresses may offer several advantages such as,
for instance, a higher data transmission throughput and/or
uninterrupted service in case of a user’s mobility, as the UE
may dynamically switch radio links. However, in an environ-
ment where the availability of radio interfaces may dynami-
cally change, tracking all available IP addresses in the con-
nectivity table may require frequent updates of the table
entries. For example, in the case of short range radio inter-
faces, the IP addresses associated with a UE may often
change. Frequent connectivity table updates may not only be
inefficient but also power consuming, which may shorten the
battery life of the UE.
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According to one embodiment, the present disclosure pro-
vides a mechanism for handling of nodes with dynamic IP
connectivity status, such that the number of connection table
updates is reduced when a plurality of available communica-
tion channels for data transmission are utilized. Also dis-
closed herein are systems and methods for handling peers in
a P2P network, wherein a peer may have a dynamic IP con-
nectivity status and may be associated with a plurality of IP
addresses. A peer may select one of a plurality of IP addresses
as the primary IP address and register the primary IP address
in the network. That is, the peer might provide its primary IP
address to other peers in the P2P network. All other available
IP addresses associated with that peer may be considered
non-primary IP addresses for that peer.

In an embodiment, a peer in an unmanaged P2P network
may choose its primary IP address according to criteria such
as, for example, network stability or user preference. In
another embodiment, a peer in a managed P2P network may
receive network operation policies from a server peer that
specify the primary IP address the peer is to use. In yet other
embodiments, a combination of these selection criteria might
be used. For example, the server peer may impose a plurality
of restrictions on the selection of the primary IP address, and
the peer may combine its own selection criteria, such as user
preference, with the server peer’s restrictions.

In an embodiment, the peer may use the primary IP address
in the signaling or call setup stage of a call session. In the data
transmission stage, the peer may continue to use its primary
IP address to transmit data and/or it may use at least one
non-primary IP address.

FIG. 1 illustrates an embodiment of a P2P network 100,
which may comprise a plurality of P2P nodes 110. Each P2P
node 110 may function as the client and/or as the server, and
communication between peers may be based on mutual trust.
A P2P node 110 may join the network or leave the network at
any time. Each P2P node 110, for example node 110a, may
maintain a connection table which tracks information on
other P2P nodes, for example nodes 1105-g. A P2P node 110
may be configured to send a plurality of messages to any
another P2P node 110 either directly or via some intermedi-
ary P2P nodes 110 using an overlay routing protocol such as,
for instance, the Chord protocol. Routing information may be
discovered by broadcasting an inquiry message to a plurality
of P2P nodes 110.

In an unmanaged P2P network, all P2P nodes 110 may act
as servers and as clients. In a managed P2P network, at least
one peer of the P2P nodes 110, for example node 110a, may
act as a server peer. The server peer may offer services such
as, for instance, monitoring and optimizing network topol-
ogy, efficient routing information discovery, multicast group
management, and security enhancement. The server peer may
provide to other peers network information, such as network
operation policies for P2P communication between corre-
sponding P2P nodes 110.

FIG. 2 illustrates an embodiment of a connection table 200
used by, for example, the peer node 110 with node identifier
‘a’in the P2P network in FIG. 1. Each entry in the connection
table 200 may comprise information on a peer such as a node
identifier, the primary IP address associated with the peer, and
other available non-primary IP addresses associated with the
peer. The node identifier may be a unique identifier assigned
by the network, for example via a P2P overlay protocol such
as the Chord algorithm. A peer may select its primary IP
address, and register said primary IP address in the network.
In an embodiment, the peer notifies other peers of changes in
its primary IP address but may or may not notify other peers
of changes in its non-primary IP addresses. The other peers
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may update only the primary IP address of that peer in their
respective connection tables 200.

FIG. 3 illustrates an example of a P2P network environ-
ment wherein a UE 310 may be coupled to an IP network 320
via plurality of radio interfaces, and the UE 310 may have a
plurality of IP addresses simultaneously available for com-
munication. The UE 310 may be equivalent to one of the
nodes 110 of FIG. 1. In the example illustrated in FIG. 3, the
UE 310 may be coupled to at least one long range radio
interface via a long range access node 330. An example of a
long range radio interface may be a cellular network. The UE
310 may obtain from the long range radio interface a long
range [P address 340. The UE 310 may further be coupled to
atleast one short range radio interface via a short range access
node 332a-b. An example of a short range radio interface may
be a wireless fidelity (Wi-Fi) network. The UE 310 may
obtain from the short range radio interface a first short range
IP address 342.

The availability of IP addresses may change dynamically.
For example, as the UE 310 moves around, it may lose the
connection with the short range access node 332a, and the
first short range IP address 342 may no longer be reachable. If
the UE 310 couples to another short range access node 3325,
it may acquire a different IP address 344. If peers connected
to the UE 310 update their respective connection tables every
time a short range IP address changes, the battery lives of the
peers may be shortened. On the other hand, the long range IP
address 340 obtained from long range access node 330 may
be more stable, and updates of that address 340 may occur less
frequently.

In an embodiment, a peer in an unmanaged P2P network,
coupled to at least one long range radio interface via a long
range access node, may select a long range IP address as its
primary IP address. In another embodiment, a peer in an
unmanaged P2P network may select its primary IP address
based on criteria such as address stability or user preference.
For example, a peer might select as its primary [P address the
IP address obtained in a cellular network because of the wide
coverage of the cellular network. On the other hand, a peer
may select as its primary [P address the IP address obtained in
a Wi-Fi network for cost reasons.

In an embodiment, a peer in a managed P2P network may
receive network operation policies from a server peer, and the
peer may select the primary IP address in accordance with the
network operation policies received from the server peer. The
server peer may specify constraints on allowable primary 1P
addresses. For example, a peer may select its primary address
from a list which has been narrowed down by a server peer
based on the network operation policies. Alternatively, the
network operation policies may specify only one primary IP
address for the peer. The peer may register the primary IP
address in the network, and the other peers may update only
the primary IP address of the peer in their respective connec-
tion tables, and may not keep track of the non-primary IP
addresses.

In an embodiment, two corresponding peers may notify
each other of their respective primary IP addresses in the
signaling stage. The corresponding peers may notify each
other of further available non-primary IP addresses in the data
transmission stage. The corresponding peers may further
notify each other of changes in their available non-primary IP
addresses in the data transmission stage.

FIG. 4 illustrates one embodiment of a call flow 400 for an
unmanaged P2P network. The flow 400 may comprise a sig-
naling connectivity setup stage 420, a data connectivity setup
stage 430, a data transmission stage 440, and an address
update stage 450. The flow 400 may begin at step 422, where
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a peer (Peer A) 410 may send an AppAttach message to a
destination peer (Peer D) 418. It is assumed that Peer A 410
has already registered with the network and, therefore, that
the other peers in the network are aware of the primary IP
address of Peer A 410. The App Attach message may be routed
to Peer D 418 via an overlay routing protocol, via a first
neighbor node (Neighbor Peer B) 412, a P2P overlay 414, and
a second neighbor node (Neighbor Peer C) 416. The flow 400
may proceed to step 424, wherein Peer D 418 may send to
Peer A 410 the primary IP address of Peer D 418. The flow
400 may continue to step 426, wherein Peer A 410 and Peer D
418 may perform a connectivity check for signaling to make
sure that they can reach each other directly. Next, at step 432,
Peer A 410 may send to Peer D 418 a set comprising at least
one IP address that may be used for data transmission. The set
may comprise the primary IP address of Peer A 410 and/or at
least one other IP address associated with Peer A 410. If a
plurality of IP addresses are provided, the priorities of the
addresses could be based on the preferences of Peer A 410.
The messages can be carried by any application layer appli-
cation protocol.

Similarly, Peer D 418 may send to Peer A 410 a set com-
prising at least one IP address that may be used for data
transmission. The set may comprise the primary IP address of
Peer D 418 and/or at least one other IP address associated
with Peer D 418. The flow 400 may then proceed to step 434,
wherein Peer A 410 and Peer D 418 may perform a connec-
tivity check for data transmission to make sure that they can
reach each other directly using the available IP address pairs.
Atthe datatransmission stage 440, Peer A 410 and Peer D 418
may exchange user data. The flow 400 may continue to step
452, wherein Peer A 410 may optionally provide to Peer D
418 at least one updated IP address. Next, at step 454, Peer A
410 and Peer D 418 optionally perform a connectivity check
for data transmission.

As an example of the call flow 400, Peer A 410 may be
coupled to a cellular network and to a Wi-Fi interface, while
Peer D 418 may be coupled to a fixed network. At step 432,
where a set comprising at least one [P address for data trans-
mission is exchanged, Peer A 410 may send to Peer D 418 its
primary IP address obtained from the cellular network, such
as the long range address 340 illustrated in F1G. 3. Peer A 410
may also send to Peer D 418 a non-primary IP address
obtained from the Wi-Fi network, such as the short range
address 342 illustrated in FIG. 3. Peer D 418 may send to Peer
A 410 its primary [P address obtained from the fixed network,
such as the long range address 340 illustrated in FIG. 3. When
data transfer begins between Peer A 410 and Peer D 418, any
combination of these addresses might be used.

FIG. 5 illustrates one embodiment of a call flow 500 for a
managed P2P network. The flow 500 may comprise a server
peer communication stage 520, a signaling connectivity setup
stage 530, a data connectivity setup stage 540, a data trans-
mission stage 550, a update request stage 560, and an address
update stage 570. The flow 500 may begin at step 522,
wherein a peer (Client Peer A) 510 may send a join request
message to the server peer (Peer B) 512. It is again assumed
that Peer A 510 has already registered with the network and,
therefore, that the other peers in the network are aware of the
primary IP address of Peer A 510. Peer B 512 may send a join
answer message 524 to Peer A 510. The message 524 may
include IP connection policies together with other informa-
tion for Peer B’s joining procedure. Alternatively, the IP
connection policies may also be preconfigured locally at Peer
A 510. In such a case, there is no need for Peer B 512 to
provide such policies. The flow 500 may then proceed to step
532, wherein Peer A 510 may send an AppAttach message to
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destination Peer D 518. The AppAttach message may be
routed to Peer D 518 via an overlay routing protocol, via Peer
B 512, a P2P overlay 514, and a neighbor node (Neighbor
Peer C) 516. The flow 500 may proceed to step 534, wherein
Peer D 518 may send to Peer A 510 the primary IP address of
Peer D 518. The flow 500 may continue to step 536, wherein
Peer A 510 and Peer D 518 may perform a connectivity check
for signaling to make sure that they can reach each other
directly. Next, at step 542, Peer A 510 may send to Peer D 518
a set comprising at least one IP address that may be used for
data transmission. The set may comprise the primary IP
address of Peer D 510 and/or at least one other IP address
associated with Peer A 510. If a plurality of IP addresses are
provided, the addresses could be provided based on the
received IP connection policies as well as Peer A’s choice.
The messages can be carried by any upper layer application
protocol.

Similarly, Peer D 518 may send to Peer A 510 a set com-
prising at least one IP address that may be used for data
transmission. The set may comprise the primary IP address of
Peer D 418 and/or at least one other IP address associated
with Peer D 518. Next, the flow 500 proceeds to step 544,
wherein Peer A 510 and Peer D 518 may perform a connec-
tivity check for data transmission to make sure that they can
reach each other directly using the available IP address pairs.
Atthe data transmission stage 550, Peer A 510 and Peer D 518
may exchange user data. The flow 500 may continue to step
560, wherein Peer B 512 may optionally send an update
request to Peer A 510 to update the IP connection policies.
The flow 500 may continue to step 572, wherein Peer A 510
may optionally update the IP address due to policy change
while the session is active. Next, at step 574, Peer A 510 and
Peer D 518 may optionally perform a connectivity check for
any new [P address.

As an example of the call flow 500, Peer A 510 may be
coupled to a cellular network and to a Wi-Fi interface, while
Peer D 518 may be coupled to a fixed network. At step 524,
Peer B 512 may send to Peer A 510 a plurality of restrictions
onallowable IP addresses. Peer A 510 select from its available
IP addresses those which comply with the set of restrictions
obtained from Peer B 512, and then use only those selected IP
addresses for data transmission. At step 536, where a set
comprising at least one IP addresses for data transmission is
exchanged, Peer A 510 may send to Peer D 518 a primary IP
address obtained from the cellular network, such as the long
range address 340 illustrated in FIG. 3. Peer A 510 may
further send to Peer D 518 a non-primary IP address obtained
from the Wi-Fi network, such as the short range address 342
illustrated in FIG. 3. Peer D 518 may send to Peer A 510 its
primary IP address obtained from the fixed network, such as
the long range address 340 illustrated in FIG. 3.

The access node, UE, and other components described
above might include a processing component that is capable
of executing instructions related to the actions described
above. FIG. 6 illustrates an example of a system 600 that
includes a processing component 610 suitable for implement-
ing one or more embodiments disclosed herein. In addition to
the processor 610 (which may be referred to as a central
processor unit or CPU), the system 600 might include net-
work connectivity devices 620, random access memory
(RAM) 630, read only memory (ROM) 640, secondary stor-
age 650, and input/output (I/O) devices 660. These compo-
nents might communicate with one another via a bus 670. In
some cases, some of these components may not be present or
may be combined in various combinations with one another
or with other components not shown. These components
might be located in a single physical entity or in more than
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one physical entity. Any actions described herein as being
taken by the processor 610 might be taken by the processor
610 alone or by the processor 610 in conjunction with one or
more components shown or not shown in the drawing, such as
adigital signal processor (DSP) 680. Although the DSP 680 is
shown as a separate component, the DSP 680 might be incor-
porated into the processor 610.

The processor 610 executes instructions, codes, computer
programs, or scripts that it might access from the network
connectivity devices 620, RAM 630, ROM 640, or secondary
storage 650 (which might include various disk-based systems
such as hard disk, floppy disk, or optical disk). While only one
CPU 610 is shown, multiple processors may be present. Thus,
while instructions may be discussed as being executed by a
processor, the instructions may be executed simultaneously,
serially, or otherwise by one or multiple processors. The
processor 610 may be implemented as one or more CPU
chips.

The network connectivity devices 620 may take the form of
modems, modem banks, Ethernet devices, universal serial
bus (USB) interface devices, serial interfaces, token ring
devices, fiber distributed data interface (FDDI) devices, wire-
less local area network (WLAN) devices, radio transceiver
devices such as code division multiple access (CDMA)
devices, global system for mobile communications (GSM)
radio transceiver devices, worldwide interoperability for
microwave access (WiMAX) devices, and/or other well-
known devices for connecting to networks. These network
connectivity devices 620 may enable the processor 610 to
communicate with the Internet or one or more telecommuni-
cations networks or other networks from which the processor
610 might receive information or to which the processor 610
might output information. The network connectivity devices
620 might also include one or more transceiver components
625 capable of transmitting and/or receiving data wirelessly.

The RAM 630 might be used to store volatile data and
perhaps to store instructions that are executed by the proces-
sor 610. The ROM 640 is a non-volatile memory device that
typically has a smaller memory capacity than the memory
capacity of the secondary storage 650. ROM 640 might be
used to store instructions and perhaps data that are read during
execution of the instructions. Access to both RAM 630 and
ROM 640 is typically faster than to secondary storage 650.
The secondary storage 650 is typically comprised of one or
more disk drives or tape drives and might be used for non-
volatile storage of data or as an over-flow data storage device
if RAM 630 is not large enough to hold all working data.
Secondary storage 650 may be used to store programs that are
loaded into RAM 630 when such programs are selected for
execution.

The 1/0 devices 660 may include liquid crystal displays
(LCDs), touch screen displays, keyboards, keypads,
switches, dials, mice, track balls, voice recognizers, card
readers, paper tape readers, printers, video monitors, or other
well-known input/output devices. Also, the transceiver 625
might be considered to be a component of the [/O devices 660
instead of or in addition to being a component of the network
connectivity devices 620.

In an embodiment, a method for communication in a P2P
network is provided. The method comprises a first peer in the
P2P network selecting a primary IP address from a plurality
of IP addresses associated with the first peer. The method
further comprises the first peer providing the primary IP
address to a second peer as an address the second peer isto use
in initiating communication with the first peer.

In another embodiment, a UE in a P2P network system is
provided. The UE comprises a processor configured such that
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8

the UE selects a primary IP address from plurality of IP
addresses associated with the UE and registers the primary IP
address in the P2P network.

In another embodiment, a UE in a P2P network system is
provided. The UE comprises a processor configured such that
the UE receives a primary IP address from a peer in the P2P
network, stores the primary IP address in a connection table
associated with the peer, and uses the primary IP address in
communicating with the peer.

In another embodiment, a node in a managed P2P network
is provided. The node comprises a processor configured such
that the node receives at least one network operation policy
from a server peer in the P2P network, and configured such
that the node uses the at least one policy in selecting a primary
IP address to be used by at least one peer in the P2P network
in communicating with the node.

In another embodiment, a node in a managed P2P network
is provided. The node comprises a processor configured such
that the node sends at least one network operation policy to a
peer in the P2P network, the at least one policy usable by the
peer in selecting a primary IP address to be used by at least
one other node in the P2P network in communicating with the
peer.

While several embodiments have been provided in the
present disclosure, it should be understood that the disclosed
systems and methods may be embodied in many other spe-
cific forms without departing from the scope of the present
disclosure. The present examples are to be considered as
illustrative and not restrictive, and the intention is not to be
limited to the details given herein. For example, the various
elements or components may be combined or integrated in
another system or certain features may be omitted, or not
implemented.

Also, techniques, systems, subsystems and methods
described and illustrated in the various embodiments as dis-
crete or separate may be combined or integrated with other
systems, modules, techniques, or methods without departing
from the scope of the present disclosure. Other items shown
ordiscussed as coupled or directly coupled or communicating
with each other may be indirectly coupled or communicating
through some interface, device, or intermediate component,
whether electrically, mechanically, or otherwise. Other
examples of changes, substitutions, and alterations are ascer-
tainable by one skilled in the art and could be made without
departing from the spirit and scope disclosed herein.

What is claimed is:

1. A method for communication in a peer-to-peer (P2P)

network, comprising:

a first peer in the P2P network receiving at least one net-
work operation policy from a server peep in the P2P
network in response to sending a join request to the
server peer;

the first peer perusing the at least one network operation
policy to select a primary Internet Protocol (IP) address
from a plurality of IP addresses that identify the first
peep, wherein the selected primary IP address complies
with the at least one network operation policy;

the first peer providing the primary IP address to a second
peer as an address the second peer is to use in initiating
communication with the first peer, wherein the first peer
provides the primary 1P address to the second peer in a
signaling stage;

the first peer providing to the second peer at least one
additional IP address from the plurality of IP addresses
as an address available to the second peer for use in
communicating with the first peer, wherein the first peer
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provides the at least one additional IP address to the
second peer in a data transmission stage;

the first peer establishing session with the second peer;

the first peer receiving an update request to update the

network operation policy from the server peer;

the first peer updating the primary IP address based on the

updated network operation policy while the session with
the second peer is active; and

the first peer performing a connectivity check with the

second peer using the updated primary IP address.

2. The method of claim 1, wherein, when the P2P network
is a managed network.

3. The method of claim 1, wherein the first peer provides an
update of the at least one additional IP address to the second
peer in a data transmission stage.

4. A device configured to:

operate in a peer-to-peer (P2P network);

receive at least one network operation policy from a server

peer in the P2P network;

use the at least one network operation policy to select a

primary Internet Protocol (IP) address from a plurality
of IP addresses that identify the device, the selected
primary IP address compliant with the at least one net-
work operation policy;

register the primary IP address in the P2P network;

establish a session with a second peer in the P2P network,

wherein the device provides the primary IP address to
the second peer in a signaling stage;

provide to the second peer at least one additional IP address

from the plurality of IP addresses as an address available
to the second peer for use in communicating with the
device, wherein the device provides the at least one
additional IP address to the second peer in a data trans-
mission stage;

receive an update request to update the network operation

policy from the server peer;
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update the primary IP address in the P2P network based on
the updated network operation policy while the session
with second peer is active; and

perform a connectivity check with the second peer using

the updated primary IP address.

5. The device of claim 4, wherein, when the P2P network is
a managed network.

6. The device of claim 4, wherein the device is further
configured to provide an update of the at least one additional
IP address to the second peer in a data transmission stage.

7. A node configured to:

operate in a managed peer-to-peer (P2P) network;

receive at least one network operation policy from a server

peer in a the P2P network;
use the at least one policy to select a primary Internet
Protocol (IP) address from a plurality of IP addresses
identifying the node to be used by at least one peer in the
P2P network in communicating with the node, the pri-
mary IP address compliant with the at least one policy;

provide the primary address to a second node as an address
the second node is to use in initiating communication
with the node, wherein the node provides the primary IP
address to the second node in a signaling stage;

provide at least one additional IP address to the second
node in a data transmission stage;

establish a session with the second node;

receive arequest from the server peer to update the network

operation policy;

update the primary IP address based on the update network

operation policy

while the session with the second node is active; and

perform a connectivity check with the second node using

the updated primary IP address.

8. The node of claim 7, wherein the node is further config-
ured to provide an update of the additional IP address to the
second node in the data transmission stage.
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